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	Reason for change:
	This CR removes the Editor’s Note in 13.2. The existing EN has the following parts:

a) It is ffs whether the work performed by GSMA FASG DESS on e2e security for selected DIAMETER AVPs can be somehow utilized here.

b) It is to also take into account solutions 10.1 and 10.2 in clause 5.10.4 of TR 33.899. 
c) When the solution(s) involve a Public Key Infrastructure then details of the use of the PKI are to be provided, e.g. by reference to TS 33.310.
Regarding a) – The solution developed by SA3 is not based on GSMA FASG DESS work on e2e security for LTE. It satisfies the requirements laid out by GSMA but is based on JOSE set of frameworks.

Regarding b) – The SA3’s solution for application layer security assumes a deployment that there is always just one trusted IPX provider providing mediation service to the operator and deployed as the next hop to the SEPP. Everything beyond this IPX provider and the partner SEPP is deemed untrustworthy. With this in mind, solution provides e2e integrity protection for all the attribute values in the HTTP message, along with e2e confidentiality protection for specific attributes. This is not related to solutions 10.1 and 10.2 in TR 33.899.
Regarding c) - The currently specified solution uses public key or certificates to authorize IPX modifications. PKI details will adhere to 33.310 and a reference will be put.

Based on above resolution of each part, the EN in 13.2 is removed.



	
	

	Summary of change:
	 EN is removed from 13.2

	
	

	Consequences if not approved:
	Conveys that there is still an open issue that needs to be resolved in Rel 15. Which is not true. 
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13.2
Application layer security on the N32 interface 
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